CYBER VULNERABILITIES
YOUR BOARD
CANNOT IGNORE

‘“‘Cyberattacks & data theft are the top global risks
behind extreme weather events and natural disasters”
—2018 World Economic Forum Report

THE THREAT OF CYBERCRIME IS RISING
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THE COSTS ARE CATASTROPHIC
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All statistics taken from the 2018 World Economic Forum Report unless otherwise noted
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